HIPAA

HIPAA-Compliant:
emocha requires that all providers of external information system services comply with security requirements related to Protected Health Information and HIPAA regulations. emocha additionally supports industry-standard best practices for secure encryption of data, access controls, and 42 CFR Part 2 patient electronic consent requirements.

emocha can provide a Business Associates Agreement to employer customers, treating symptoms reports as medical data.

Password-Protected:
emocha enforces specific identification and authentication procedures through password complexity, forcing users to change the default password at first login, and working to ensure that all user accounts are unique. Additional criteria utilized to ensure password protection includes a password-protected screen lock mechanism, and a session lock after fifteen minutes of inactivity.